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The appendix includes two parts. Part A discusses the
potential negative impacts of this work on the society. Part
B rethinks the limitations of our approach.

A. Potential Negative Societal Impacts

Crafting adversarial examples has potential negative im-
pacts on the society, because our approach can be misused
by criminals to attack real-world systems. However, our
work is important for figuring out the real internal defects
of deep learning models. As a result, our work can motivate
the community to design stronger defenses in the future.

B. Limitations

In our approach, we attack a single layer and conduct
ablation studies to analyze attacking which layer could have
the best transferability. Nevertheless, we have no guarantee
that only attacking a single layer is the optimal strategy. It
is possible that better results are achievable by attacking an
ensemble of layers, but this would require tuning the layer
combination. We leave it for future work.
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